**ПОРУЧЕНИЕ**

**на обработку персональных данных**

|  |  |
| --- | --- |
|  | «\_\_\_\_\_»\_\_\_\_\_\_\_\_\_\_\_ 20\_\_\_ г. |

Полное наименование Организации-участника конкурса «Дефектоскопист 2023» (Сокращенное наименование – …), именуемое в дальнейшем Оператор, в лице представителя Организации, действующего на основании …, с одной стороны, и Автономная некоммерческая организация «Вологодский региональный аттестационный центр» (Сокращенное наименование – АНО «ВРАЦ»), именуемое в дальнейшем Обработчик, в лице директора Викулова Вадима Александровича, действующего на основании Устава, с другой стороны, вместе именуемые Стороны, заключили настоящее Поручение о нижеследующем:

1. Оператор поручает Обработчику обработку персональных данных, указанных в таблице ниже, для выполнения действий (операций) в соответствии с установленными целями.

|  |  |  |  |
| --- | --- | --- | --- |
| **Категория субъекта персональных данных** | **Перечень персональных данных** | **Цели обработки персональных данных** | **Перечень действий (операций) с персональными данными** |
| Работники Организации | * фамилия, имя, отчество (при наличии);
* сведения о смене фамилии, имени, отчества;
* данные документа, удостоверяющего личность;
* адрес;
* почтовый адрес;
* сведения о квалификации;
* сведения о месте работы;
* сведения о занимаемой должности;
* сведения о стаже;
* контактные данные.
 | - участие во Всероссийском конкурсе РОНКТД по неразрушающему контролю «Дефектоскопист 2023». | - сбор;- запись;- систематизация;- накопление;- хранение;- уточнение(обновление, изменение);- извлечение;- использование;- передача (предоставление, доступ);- блокирование;- удаление;- уничтожение. |

1. Обработчик, обрабатывая персональные данные по поручению Оператора, обязан соблюдать конфиденциальность персональных данных и требования, предусмотренные частью 5 статьи 18 и статьей 18.1 Федерального закона от 27.07.2006 г. № 152-ФЗ (ред. от 14.07.2022) «О персональных данных».
2. Обработчик, обрабатывая персональные данные по поручению Оператора, обязан обеспечивать безопасность персональных данных при их обработке.
3. Обработчик обязан соблюдать требования к защите обрабатываемых персональных данных установленных законодательством Российской Федерации, в том числе:
	1. При обработке персональных данных Обработчик обязан принимать необходимые правовые, организационные и технические меры или обеспечивать их принятие для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных, а также от иных неправомерных действий в отношении персональных данных.
	2. Обеспечение безопасности персональных данных Обработчиком достигается, в частности:

1) определением угроз безопасности персональных данных при их обработке в информационных системах персональных данных;

2) применением организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных, необходимых для выполнения требований к защите персональных данных, исполнение которых обеспечивает установленные Правительством Российской Федерации уровни защищенности персональных данных;

3) применением прошедших в установленном порядке процедуру оценки соответствия средств защиты информации;

4) оценкой эффективности принимаемых мер по обеспечению безопасности персональных данных до ввода в эксплуатацию информационной системы персональных данных;

5) учетом машинных носителей персональных данных;

6) обнаружением фактов несанкционированного доступа к персональным данным и принятием мер, в том числе мер по обнаружению, предупреждению и ликвидации последствий компьютерных атак на информационные системы персональных данных и по реагированию на компьютерные инциденты в них;

7) восстановлением персональных данных, модифицированных или уничтоженных вследствие несанкционированного доступа к ним;

8) установлением правил доступа к персональным данным, обрабатываемым в информационной системе персональных данных, а также обеспечением регистрации и учета всех действий, совершаемых с персональными данными в информационной системе персональных данных;

9) контролем за принимаемыми мерами по обеспечению безопасности персональных данных и уровня защищенности информационных систем персональных данных.

* 1. Обработчик обязан в порядке, определенном федеральным органом исполнительной власти, уполномоченным в области обеспечения безопасности, обеспечивать взаимодействие с государственной системой обнаружения, предупреждения и ликвидации последствий компьютерных атак на информационные ресурсы Российской Федерации, включая информирование его о компьютерных инцидентах, повлекших неправомерную передачу (предоставление, распространение, доступ) персональных данных.
	2. Обработчик, обрабатывая персональные данные по поручению Оператора, обязан по запросу Оператора персональных данных в течение срока действия настоящего Поручения, в том числе до обработки персональных данных, предоставлять документы и иную информацию, подтверждающие принятие мер и соблюдение в целях исполнения поручения оператора требований, установленных в соответствии со статьей 21 Федерального закона от 27.07.2006 г. № 152-ФЗ (ред. от 14.07.2022) «О персональных данных».
	3. В случае установления факта неправомерной или случайной передачи (предоставления, распространения, доступа) персональных данных у Обработчика, повлекшей нарушение прав субъектов персональных данных, Обработчик обязан с момента выявления такого инцидента Обработчиком, уполномоченным органом по защите прав субъектов персональных данных или иным заинтересованным лицом уведомить уполномоченный орган по защите прав субъектов персональных данных:

1) в течение двадцати четырех часов о произошедшем инциденте, о предполагаемых причинах, повлекших нарушение прав субъектов персональных данных, и предполагаемом вреде, нанесенном правам субъектов персональных данных, о принятых мерах по устранению последствий соответствующего инцидента, а также предоставить сведения о лице, уполномоченном оператором на взаимодействие с уполномоченным органом по защите прав субъектов персональных данных, по вопросам, связанным с выявленным инцидентом;

2) в течение семидесяти двух часов о результатах внутреннего расследования выявленного инцидента, а также предоставить сведения о лицах, действия которых стали причиной выявленного инцидента (при наличии).

1. Обработчик персональных данных по поручению Оператора, согласно п. 4 ст. 6 Федерального закона от 27.07.2006 г. № 152-ФЗ «О персональных данных», не обязан получать согласие субъекта персональных данных на обработку его персональных данных, порученных на обработку Оператором.
2. Ответственность перед субъектами персональных данных, чьи персональные данные обрабатываются Обработчиком по поручению Оператора, Оператор несет самостоятельно.
3. Если права субъектов персональных данных Оператора были нарушены Обработчиком, в связи с чем Оператору был нанесен ущерб, Обработчик обязан покрыть такой ущерб.

РЕКВИЗИТЫ СТОРОН

|  |  |  |
| --- | --- | --- |
| Оператор |  | Обработчик**АНО «ВРАЦ»**160014, г. Вологда, ул. Саммера, 43Тел./факс (8172) 27-23-03, 28-10-03ИНН 3525094420 КПП 352501001 ОГРН 1023500880556Р/с 40703810812000100090 Вологодское отделение № 8638 ПАО Сбербанк г. ВологдаК/с 30101810900000000644 БИК 041909644 |
|  |  |
| *Представитель Организации*  |  | Директор АНО «ВРАЦ» |
| \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ /\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/ |  | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ /В.А. Викулов/ |
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